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Statement

Thank you for purchasing our products! If you have any questions or need, please contact the
customer department at any time.

This manual applies to CMS video surveillance client software.

There may be technical inaccuracies and typographical errors in the manual. Products, updated in real
time, the contents of the manual will be updated from time to time without prior notice. The updated
content will be added in new version. If it is inconsistent with the products, please be on the products
basis.

If in doubt or dispute manual, please refer to the final interpretation of the company.



\Note for user manuall

Video surveillance client is powerful monitoring software, set multiple windows, multi-user, voice
intercom, multiple windows, multi-user, playback, TV Wall, Map, Forward Service Setting,
Multi-screen display control compatible with other extension products, Single straight even device
monitoring system is an organic whole for the function such as.

Video surveillance system is aimed at connecting more than one different type or model of equipment
(such as IPC, NVS, DVR, etc.), this manual only for professional network video surveillance system

of the client software operation are described, relate to a specific device feature setting, please read the

product manual.

This manual is for the use of video surveillance system provided by the user. You should have the
relevant equipment (such as IPC, NVS, DVR, etc.) of the basic operational knowledge and
experience.



CONTENTS

CHAPTERI1 FEATURES -1-
L0 MAIN FEATURES. ........oooeeeeeeeeeeeeeee e ettt e e et e et e e et e e e ettt e e e e et e e e e e eaaae e e e e eeaaneeens -1-
2.1 HARDWARE ENVIRONMENT .........ccccuueeeeeeeeiaeee e eeeeeee et e et e e et e e e ettt e e e e et e e e e e e e e e e e ettt e e e e e etaaeeeeeeennnes -3-
2.2 SOFTWARE ENVIRONMENT ..........oooieeiieeee e e eeeee ettt e e et e e ettt e e e e et e e e e e et e e e e e oot e e e e e e eaaaeeeeeans -3-
CHAPTER3 INSTALL AND UNINSTALL -4-
3.0 INSTALLATION STEPS.......ooeeeeeeee e eeeeee et e et e e et e e ettt e e e et e e e ettt e e e e e et e e e e e eeaaee e e e e et e e e e eearaeeeeeens -4 -
3.2 UNINSTALL STEPS.......ccueee oottt ettt e e et e e e e e e e e e e e e ee e e e e e et eee e e e e etaeeeeeeenataaeeeean -6-
CHAPTER4 CONFIG MANAGEMENT -8-
4. IMAIN INTERFACE DESCRIPTION. .........ccecueeeeeeeeee e eeeeeee e ettt e et e e e e e et e e e e et e e e e e et e e e e e eaate e e e e eeaaeeee s -9-

4.2 DEVICE CONFIG..........cccoueieiaiaianinn.
4.2.1 DEVICE GROUP CONFIG....
4.2.2 DEVICE CONFIG.....tiuiuteuiieutititeteeteetetet et ste e eaete it s et ete e e st saeseete s esesae st ebesaes e et eseebe s es e s esees et eseese st eueeseseeaeseeseasesesseneeaenaeneneen

G.3 USER CONFIG........oouiiiieeeeee ettt sttt ettt ettt eaeen e

4.3.1 ROLE CONFIG

4.3.2 USER GROUP CONFIG.......ecutueuiuiaietinteutetitetestesteteeesesaestetessesesaestesesaestssesteseseesteteseeuessesteseseeseaseseeseseeseaseseeseseesesesesaensesenene

4.3.3 USER MANAGEMENT ....c..cutitiuiitiietintentete sttt st eatete et tese et st st e be s eae s e st e s e s ese s e st e s e s es e s e st sae e ebesa st et emeebesa st et e e eaesae st ebe e enesaenis
4.3.4 ROLLING SUBTITLES MANAGEMENT......c.ceutitiititiieuintentetentetteteseetes st suee et s st seseese s sesae s ebe s e st saestesesaesesbe e esesaeseeseneenesaens -14 -
4.4 RECORD CONFIG. ...ttt et ettt ettt ea e en e -14-
4.4.1 RECORD STRATEGY ...uvutueuiiiienteuetetteteseeteseteeseseesesesesse st esessesesaessesesesesaestesesaeueseestesesaesestestebesaese et eseeueaeseeseneeueseseenennenin -14 -
4.4.2 STRATEGY CONFIG.......eeueuieteieuirtenteteteutetetetesset e teseeae st e esese et e s esesaeat et e ee st sae st ebesae st eaemeebeseese et e st ebesaeseebe e ebesaeseebeneeneneseenennen -15-
4.5 REMOTE CONFIG.........coiiiiiauiaiiiii ettt et ettt ettt e et sttt -17-
4.5.1 SELECT DEVICE.....c.ccutiiiuiitiieiieteiteie sttt ettt ettt ettt ae st se e st s st a e e et e s st s e e et e s e st s e et ebesa st et et ebesaeae et et eue st st et e s enesneneebennenes -17-
4.5.2 REMOTE CONFIG....c.ccutitiuietirteiteteteutsteteteseeuestesteuesa et ete e es s s e st ete e s e s es e es e s es e s e e eue et es e e s esseae st e st ea et ebesaesteae s ebesaeneeseneeuesteneenens -17-
G0 MAINTENANCE ...ttt et ettt et b bt ettt st -17-
4.6.1 DEVICE INFORMATION LIST......couiuiitiiiuinteutetetettetestetestesteteseeseesesteseseeseseseesessesessesesseasesesseseeaessesesaentesessesesaeneesesseneeseneesennen -17-
4.60.2 UPGRADE.......cueiuiiiiiitiiete ettt ettt st ettt sttt s et a e st b e e e a s s e b e e eb e b e st e b et bt s e et e et ekt et et e sttt ehe et et seeaeneen - 18-
4.6.3 CONFIG FILE UPLOAD AND DOWNLOAD.......cucutiiiiitiietieteiettteitetet ettt ettt et s se st e se s st et aesesae st ebesaesesaeseeaesseneeaeseeuennen - 18-
4.6.4 REBOOT, DEFAULT CONFIG AND SYNC SYSTEM TIME.......cceitiiiiuieeeuiieeiteeeiteeeeeeeeiseeaiseeeesseeeiseesssseeesseessssessseeassseessssesssseanses -18 -
4.6.5 THE MANAGEMENT OF FRONT-END STORAGE DEVICE........cocttuiiitiieiinieieetitenenietesesteseseetesesseaesaeeeseseesesseseesesaesesseseeueseen -19-
CHAPTERS VIDEO VIEW -20-
5.1.1 REAL-TIME MONITOR.........ccuiteuiiiiintiiettnteitetestete st te et e teee s s et ebe e eaesae st e be e e st e s e st eue s et e s eseeae s e st esessese s eseetessebesaeneeseneenens -20-
5.1.2 REAL-TIME MONITOR METHOD........c.ccueutttiietinieiteieeetesteitetesteseeteste et st eseseese s eseste e esesaeseesesaes e sesesae e et essesesaeseesesaenesseneenens -21-
5.1.3 ELECTRONIC ZOOM......ccutiuiuiiuiieuiititeutateatetisettauetesessesessessesesse st steseesesaestetesaeuesae st et esaest et e s e euess et ebe e es e et eseebe s eseeseseeseseneenens -21-
5.1.4 DUAL-STREAM SWITCHING.......ccueteuiteuiatenietertenteteeeueeseseetes et seseesessesesaesesse e esesseseeaeeeseseesteteneesesaeseete e enesaesteseseeneeneseenennen -22-
515 CAPTURE. ....iiiiiteeteetet ettt b ettt b e ettt b e s e st b et e bt a st b e e bt s bt e b et st es e e e e b e a ettt eb e ae e e -22-
5.1.0 VOICE TALK....c.cuitiiiiiieiieteitetie ettt ettt ettt ettt b ettt eb e s et b et b e s et e b e e eu e e et e b e e st et e e eb e s e st b eneueeseseeae s eneenens -23-
5.1.7 AUDIO SWITCH. ....c.eiuiitiuietinieiietete sttt ettt ettt ettt e bttt b e e a e st s e e bt s st ea et b s et et e e e bt sae st et e e eue st e st et e e eueeaeseenenenis -23-
5.1.8 BROADCAST AUDIO.......cuiuiiuiieuieteitetenteutetestetet ettt esess et sseseesesesesaessese e e st sae st ebe e eue st estesesee st et eseebesees e et eneesesaeseeneneeseseneenens -23-
5.1.9 START TO SELECT THE FRAGMENT OF DEVICE RECORD.........ccucteuiieuiriinieterieuteteteteseetetestesesteeeueseesesseseesesseneeseeeuesseseesennes -23-
S.LLTO PATROL. ..ttt sttt a et b et a et e sttt e b e bt s st eb ettt eb ettt et et ebe et et ene -24-

S.1. 11T ALARM LINKAGE......ciiuiiiitieeetie e ettt e et e eetee e etteeeete e ettt e e etteeeteeeeaeeeeaseeeateeesseeeaseeeasseeasseeesseeeaseeeasaeanteeeessseensseessseesseeanseeanseeas -24 -



S.1.12 FULL AND NORM. ....ooitiiiiiiiiitieeetee e et e ettt e ettt e eteeeeaeeeeaeeeeaeeeesseeesseeeeaseeessseassseessseessseeasseesseeesseeansesesseeessseensssensseeesseeanseeas -25-

5.1.13 SCREEN LOCK AND UNLOCK ..c..esttsttrterteeutemtentetententestesteeteeueeutestestestestessessesseestesteseensensensensessessessesseestensensensessessesseasessens -26 -
S.1.14 STOP VIDEO....c.uiiuiiuteuieiietestesieete ettt et et ettt et ebe bt a e st e st et et e s be s bt s bt ebeeb e es b e st ent e b et e eb e e bt eb e ea e ea b enten b e b enbeebesbeebeebeesbensentebenbeas -26 -
S.1.15 START ALL RECORD.......ceuteutetertenterteritettententensentessesseeseeseestentensansensessesseeseastestentensessessesbeeseestestentensensenbeabeeseeneeatensensensensenee -26-
5.1.16 FULL-SCREEN CONTROL.......ceitesttrterttrtesteeutemtentetensestestessesseestestestentensessessessesseaseeseententensensensessessessesseestensensensensessessessesnens -26-
S.L.17 DEVICE LIST ..ttt ettt ettt h e s bt e b e bt e bt e st e st e e st e sbe s bt ebe e bt ea e e st en b e b e b e e bt eb e ebeeatenbenbenbenbesaesbesbeebeeneans -26 -
S.T.I8 PTZ CONTROL. ...ttt ettt ettt ettt b e bt bt et e et e s bt s bt s bt e bt ehees b emtem e et e bt b e eb e e bt ea e ea b enten b e b e nbeebesbeebeebeestensenbenbenbeas -28-
S.1.19 ALARM MESSAGE-.....cutiteietertertesteettettettestetestesbeshesbeeteeueeatestesten s e teste et e ebeebeeseeatentenbe b ebeebeebeebeebeestestentenbenbenbesbeebeeneeneenean -31-
CHAPTER6 RECORD QUERY -32-
0.1 VIDEQ QUERY........oeiuteieeee ettt ettt et e ettt et e e et et e s et e st e e et e bt e e abeen bt e sabeamseeeabeanseeenseenteeenseenseesnbeeseenaneans -33-
6.1.1 FILE PLAYBACK .....ceuteutetetestesteeteettettestete st e te s bt sbeebeestestestentebesbesbe s bt sbeebeestentemtem b et e bt ebeeb e ea e e st entenb e b enbeebesbeebeebeestensentenbenbeas -33-
6.1.2 TIME PLAYBACK .....c.tettrttettattettetteuteutetentestestestesteestestesteseenseaseaseebeebeeateatemtenbentesbe st e ebeebeebtestententenbenbe b eebeebeeneententensenbententeee -33-
0.2 PLAY BACK ...t ittiieete ettt ettt ettt h et e h et a e h et ettt be e -33-

6.2.2 FRONT-END RECORD PLAYBACK

6.3 DOWNLOAD FRONT-END RECORD

CHAPTER 7 ALARM MESSAGE -35-
CHAPTER 8 TV WALL -36-
8.1 TV WALL LAYOUT ....ceiiieiiiiiieeeeeeteeeeeeeeeeee e e eeeaaee e e eeseateeeeeeeetaeeseeeessaaseeeeeaaaseseseesareseeeeassaseeeesasssasseeeentaseeeeenraarreeeas -36 -
8.2 IMONITOR LAYOUT.....vuiiieiiiuurieeeeeiitreeeeeeeeiteeeeeeeesaeeeeeeesiaseeeseesiasssseeesasssesessesssssseseessssseseeeesssssseeseanseseeessnssrseeseensarees -36 -
8.3 THE BINDING OF DECODER AND MONITOR. .......cccciiiiiuureeeeeeiiureeeeeeeiireeeeeeiiisesesessessssseseessssssssesssssessesssssissesessesisseees -37-
8.4 TV WALL PATROL SETTING.......cctuvtteeeeiireeeeeeieiaeeeeeeesiseeeeeessssesseeeessesseesensiasseeseesissessessesssssessesisssseseemsssessesssnsresees -38 -
CHAPTER 9 ELECTRONIC MAP -41 -
9.1 ELECTRONIC MAP LAYOUT ... .cuvtiiiiieiieeeeeeeeiiureeeeeeeiteeeeeeeestaeteeseesissssssesassssessessessssessseasssssessesssseessessnstssssessensssseeeeennns -41 -

9. 1.1 ADD MAP......etiiieieeeeeeee ettt e et e e ettt e e e e ettt e e e ettt e e e eeattteeea——tteeaa—ttee e e ——eeeea a—teeeaa—tteeeaa—ttee e e atteee e ateeeeaaaaeeeearateeeans -41 -

D.1.2 ADD SUB MAP.......oueiiiiieieiee ettt e et e e et e e e et et e e e eeaaa e e e e eaaeeeeeaaeaeeeesasaaseesassaaeeeeaseaeeessasaseeessneteeseansteseeeaneaeeesanraeeaas -42 -

D.1.3 ADD DEVICES. ... cutiiiiiitiiei ettt ettt e e ettt e e e et e e e e eaaeeeeetateeeeseasteeeeeeseaeeesassaseeesassseeessassseessasaasseessnsaseessassseesasssesessnssseeesannens -42 -

9.2 PLAY DEVICES VIDEO.........uuvtiiiiiiiteeeeeeieiseeeeeeeiiseeeseeesiaseseseesassessessestasssessesisssesseesstssssseessstssseesssesssseessenisrsseseesssseees -43 -
9.2.1 REAL-TIME MONITOR........uuutiiiiiutieeeiiteteeeeeeteteeeesateeeeeesteeeessssassessasaseesaesassesssassssessaassssessaasseesssnsssessssssseessssssssesssssssesssnens -43 -

9.2.2 FULL SCREEN/EXIT FULL PLAY ....uvvtiiiiititiieeeeeeteeeeeeeteeeeesteeeeseesaatessssaseesssssssesssasssssssssssssessssasseessssasessssssssessasssssessssssseessnsnes -43 -

9.2.3 DEVICES VIDEO CHANGE........uuttiiiittteeieeteteeeeeteteeeeeateeeeeesastessssaatesssaiasteessssateessaaseesssasassessantaseesssssseessassseessasssssessnnssseessnes -44 -

9.2.4 STOP VIDEO........ueiiiiiutieeeeeieeeeeeeeee e e ettt e e e ettt e e eeaateesseaateeeesasasteesasaaseeesasaaseesssssseesassasseesanaasesessasseeseansassessssaseeesennaeeeessnnaeeas -44 -

9.3 THE DELETE OF MAP AND DEVICE........ccccetiiuttiieeiiiitereeeeeeiieeeeeeesiseesseeeessssseeeesssseseesasisssseseesssesssessesssssessssssseeseennns -44 -
9.3.1 THE DELETE OF MAP......oiiiiiituiiieietteeeeeetteeeeeeateeeeeeateeesseaaasessessaseesssasseessasaseessastssessssesssessasasseessassssessassaseeesassssesssnsseeessnnses -44 -

9.3.2 THE DELETE OF DEVICE......ueiiiiiuttiieiitteeeeeeuteeeeeeateeesesaseeessssssssesssssssessasssssessseseesssssssssssasssssesssssssessasssseessssssseessssseessssseses -44 -

9.4 THE PROPERTY OF MAP AND DEVICE........cccciiiiueiieeieiiueeeeeeeiiseeeeeeiiiseeeseseesassseseessssesesesssssssssessesssssseseesisseessessssseses -44 -
9.4, 1T IMAP PROPERTY ....uveiiiiieeeeeeeeeteeeeeeeseteeeeeeaaeeesseasteesssaaaeeesesasseesaseaaeessaaaeseessasesesesasnsssesensaseesessseeesanssssessansssessassaseeessnsneeessns -44 -

9.4.2 DEVICES PROPERTY ....eoeiiittteeieiieeeeeeetetteeeeateeeeeeaeeeesseaaseessssaseesassaaeeessasasseesasasssessassssesssasaasesssssssesssssasseessseseessanseseessananeeas -45 -

0.5 JUMP AMONG MAPS......uuviiiieeiitieeeeeeeeieee e e eeetaeeeeeeestareeeeeeseaeeeeeesertaeseeeeeataareeeseassreseeeasaaseseeeesantssseeseesssseeeeennaareeeeeanns -45 -
CHAPTER 10 FORWARDING SERVICE SETTING -46 -
10.1 FORWARDING SERVICE SETTING......cccceittiuurieeeeeiureeeeeeiiseeeseeensseeseseesisssesesensisssseseessssssessssssisssssssesssssssesssssssesesnnsnes - 46 -

10.2 REMOTE CLIENT RECEIVING AND DELIVERING CONFIGURATION. ......uuuuuuuuiiiriiieiiireeereeeeeeeeeeeeesesessssssnnsssnsssasesseeserees - 46 -



10.3 FORWARD DEVICE VIDEO QUERY, PLAYBACK, DOWNLOAD FUNCTION.........ccciiiiieeiieeeiireeeiieeeeireeenreeesereeeensseeenenes -47 -

CHAPTER 11 MULTI-SCREEN DISPLAY -49 -
IMULTI-SCREEN DISPLAY ....ovvviiiiiiitterteeeeeitreeeeeeiiseeeeeeeestaeeseseesaaseeseeesiaseseeeeastesesessassssseseesissseseeesnstssssessnsssseeesenssreeeeennns -49 -
CHAPTER 12 SETTING -50 -
12,1 AUTOMATIC LOGIN.............ooooecueeeeeieeeeeeee ettt e e e ettt e e e et e e e e et e e e e e e e e e e e eenaeeeas -50 -

12.2 BOOT AUTOMATICALLY..........uvoeee ettt e e e e e e e e e e e e e e et e e e e e taae e e e e eeaaaeeeeeeeaaeeeeeeins -50 -

12.3 STORAGE SETTING. ..........cceeiueeeeeeeeeeee et ettt e e et e e e e e e ettt e e e e ettt e e e e e etta e e e e e eereeeeeeeiaaeeeeeeins -50 -

12.4 PATROL SETTING..........oeeeeueeeeeeeeeeeee e et et e ettt e e e e e e e e e e e e ettt e e e e ettt e e e e e e ae e e e e eeeaaeeeeeeeetaeeeeeeenraaeeeeeennes -51-

2.5 SWITCH STREAM............vvoeeeeeeeeee e ettt ettt e e et e et e e e e et e e e e et e e e e e e eaae e e e e e enaneens -53-

2.6 BROADCAST SET ...ttt e e e ettt e e et e e et e e e e et e e e eeaa e e e e e e et e e e e e eeaaeeens -53-

L2.7 TIME/ALARM SET......c..ooo oo ettt e et e et e e e e e e eaae e eaaee e -54 -

T2 8 ABOUT......ccooeeeeeeeeeeee ettt ettt e et e e e et e et e et e e et e e e e e e e e e irrae e e -55-



User Manual of CMS Video Surveillance Client

Chapterl Features

1.1 Main Features

VVVVVVVVVVVVVVVVVVVYVYVVVVYVYVYYVYVYVYYVYYVYY

YV VYV

Y

Support electronic zoom function

Support searching devices.

Support different permission of the users display different interface.
Support displaying the front-end device list.

Display online devices and offline devices by group.

Support maintaining and managing on-line status of front-end device.
Support multi-screen video window and full screen controls.

Real-time video streams to monitor.

Support clicking device group name then play this group’s devices automatic.
Support player window patrol

Support selected device video record.

Support playing window changes position

Support the client screen lock

Support video window display some playing status

Support TV Wall function.

Support the patrol of TV Wall

Support the decoder window shows decoder and encoder.

Support electronic map function.

Support multi-screen display function, up to support four screens.
Support PTZ control.

Voice talk.

Support AAC and G711 audio broadcast function.

Support broadcast audio.

Support distal device forward service setting.

Support PTZ protocol.

Support the window when sub stream switching main stream.

Support picture capture.

Support local record by the client.

Support local record four-screen sync playback.

Support device (local device, distal device) record (including local, distal) query and playback
as well as front-end record download.

Support displaying real-time alarm information of devices.

Support produce alarm when he played the alarm sound.

Support querying the historical alarm information.

Support real-time video surveillance of the window and the corresponding voice switch control
the display and maintenance of the status.

Support the record status of the video window display and maintenance.

o1-
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Support the restoration of status control and management last time monitoring.

Support YUV formats accelerated graphics (if you only use the card does not support YUV
RGB display).

Support sign platform obtain or manually add P2P device function.

Support exit CMS don't enter a password.

Support NVR play audio and time playback download recorde
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Chapter2 Operating Environment Requirements

2.1 Hardware environment

Central Processing Unit (CPU): Intel Pentium Dual Core 2.0G or above.

Main Memory: DDRIII 2G or above.

NIC: 100/1000M adaptive.

HDD: 250G or above.

Graphics: GeForce4 256MB or above.

Display: 17 inch (or above) color LCD or CRT monitor, 1024 x 768 resolution (or above).

*3 Note: If more real-time video and records, and to achieve better results, CPU, memory,

graphics must be configured higher.

2.2 Software Environment

Install CMS video surveillance client (called CMS for short), which support Windows
2000/XP/2003/7 operating systems, it is recommended not to use the following operating systems
Windows 98. Suggest Internet Explorer 6.0~9.0.



User Manual of CMS Video Surveillance Client

Chapter3 Install and Uninstall

3.1 Installation Steps

Double click”’CMS_*.* YYMMDD _ *** setup.exe”, if your operating system language is English,
then it will come out an interface as Figure3-1. According to different need, the software has four
versions: English, Simplified Chinese, Traditional Chinese and Russian. Which version you can
install determined by your operation system language. In English system, you can only install
English version. The detailed step as follows:

Installer Language @

. Please select the language of the installer

Ergsn

[ OK J [ Cancel ]

Figure3-1
Step 1: Select the language "English", the Welcome wizard interface, as shown in Figure (3-2)
below;

£ CMS Setup - OIS

@ Welcome to the CMS Setup Wizard

This wizard will guide you through the installation of CMS.

Itis recommended that you dose all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your
computer.

Click Next to continue.

Cancel

Figure3-2

Step 2: Click "Next", select the installation directory, as shown in Figure (3-3) below;
_4.-
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CMS Setup - OIEEN

7 Choose Install Location
{ Choose the folder in which to install CMS.

Setup will install CMS in the following folder. To install in a different folder, click Browse and
select another folder. Click Install to start the installation.

Destination Folder

| | Browse...

Space required: 42. 1MB
Space available: 22.2GB

< Back l Install Cancel

Figure3-3
Step3: Click "Install", the installation is complete appears in Figure (3-4) below;
CMS Setup - D3

Completing the CMS Setup Wizard

CMS has been installed on your computer.

Click Finish to dose this wizard.

[TJRun AutoConfiquration Guide:

Back ‘mjﬂsh Cance

Figure3-4
Step4: Click “Finish” then the installation is finished. The function of “Run CMS” is that the CMS
searches all devices that your computer can connect to; if the device is not in the same network of
your computer then its IP will be modified; add all searched devices automatically; after finished the
auto-configure, when you login CMS in the first time, CMS will play front nine devices
automatically. When finished the installation of CMS, this function is not enabled by default.

AutoConfig \‘5‘

\? / Running auto-configuration will replace the device list and playing scheme that were to be. Are you sure ko run?

Yes No ‘
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Figure 3-5

&4 AutoCo nfig

Search the network address of device...

o

Figure 3-6

7, AutoConfig

Add default playing scheme...

Figure 3-7
i AutoCo nfig

Configuration finish, automatically exit!

Figure 3-8

3.2 Uninstall Steps

Enter start menu "Programs”—”UC”—“Uninstall", operation as follows:
Step 1: Click the "Uninstall" appears to lift interface, as shown in Figure (3-9) below;
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Uninstall CMS
Remove CMS from your computer.

CMS will be uninstalled from the following folder. Click Uninstall to start the uninstallation.

Uninstalling from: [C:Program Files (x86)\CMS)\

Mullsoft Install System 2,29

Figure3-9
Step 2: Click the "Uninstall" Uninstall completed, as shown in Figure (3-10) below;
L3 - X

‘:\,

6 CMS has been removed.

Figure3-10
Step 3: Click "OK" Uninstall completed.
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Chapter4 Config Management

Video Surveillance Client

Username || _:_I [~ Automatic Login

Password | ™ Save Password

Server l I~ sign Platform

Login Cancel

Figure4-1 Login Interface

CMS Video Surveillance Client login points sign platform and not login two types of landing.

When you don’t sign platform, the default username is admin, password is 123456. You can add
user after login, the detail operation will describe later. Check "Automatic login", CMS will save
password and it will login automatically. Check “Save Password” the CMS will save the password if
you login successfully this time, then you won’t need to enter its password next if you login with
this username. In order to ensure the security of the software, if the user checked the "save the
password", then in CMS exit after login, password a column shows the 32-bit key. CMS autosave
recently login five user's letter.

When you sign platform, username and password is registered on platform, IP is platform address.
Sign platform can only grant access to the user of all the devices automatically, implement preview
video playback, and other functions, can't remote config management P2P devices and add the local
device.



User Manual of CMS Video Surveillance Client

main menu tool bar
Record Query Alars queries o " wnn LU
k¥ QQ B Y e EncCcAIDOOS ERERERERNEERES LA SR LR LA LE
Q)
[~
- u
-
-
-
-
.'if"-ll‘-"‘__ -
list :
[ =
-
~
(3]
-
>
>
-
>
~
>
>
-~
Mot i
PTZ4~
\I'!Z‘l'l’nl
SN |
<O B0
4
Y ga
a
-8
o *)
]+
alarm o= Aean Sune

Figure4-2 Main Interface

4.1Main Interface description

1) Function menu:
Video View, Record Query, Alarm Message, Config Management, TV Wall, Map, Forward
Service Setting, Multi-screen display and Set main functional areas, detailed in Chapter4 Config
Management >>; Chapter5 Video View >>; Chapter6 Record Query >>; Chapter7 Alarm Message >>;
Chapter8 TV Wall >>; Chapter 9 Map >>; Chapter 10 Forward Service Setting >>; Chapter 11
Multi-screen display >>; Chapter 12 Setting;
2) Video Window:
According to the operation of the toolbar in above, details in “Real-Time monitor” section.
3) PTZ Control:
PTZ control operation details in “PTZ Control” section
4) Device list:
The region display device information, device list details in “Device list” section.
5) Tool Bar:
The video window can do electronic zoom, Dual-stream switch, Capture, Voice talk, Audio,
Broadcast, Manual Record, Patrol, Alarm action, Full/Norm, lock screen, Stop, Stop all, start
all record, full screen, single screen, 4 screens, 6 screens, 8 screens, 9 screens, 10 screens , 13
screens ,16 screens, 25 screens and 36 screens, 49 screens, 64 screens.
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6) Setting:

You can set the software automatic login, boot automatically, system configuration, detailed in
Chapter 12.
A comprehensive introduction to the various functions as follow (minimum resolution 1024 * 768).
Click the “Config Management” to enter the configuration management interface. There are five
main functions: Device config, User config, Record config, Remote config and Maintenance.
Sign platform device config, user config, remote config, maintenance are unavailable.

Video View Record Query Alarn queries i Config Management

= Config | UserConfig  Record Config Remote Config  Maintenance
’75 Device Management
Group Confi
E=3 Device List "’;" il
roup Name if
-2 Defat w Add  Remove  Modfy
# 192.168.1.122
Config Information -
Device Source  Local Device " P2P Device
Group Name Device Protocol T
up [Defauit &) b | we  free -
Device Type [ v| Stem [ sheam ] Vsithod RTsP v
Device IP [ VdeoPort[ss4 PTZPort 3091
Login Name | Password I PTZ Address
Note:# s not alowed Add  Remove  Modify
Device Management
Paddess [ subnethask[ Gateway Address| ...
st | . # x sz | & Autogain  Modify Camera Default Config
Db SRR Fivet WAl Begntosearch BatchAdd
TP Address Subnet Mask Gateway Address | DNS1 DNS2 [ Device Type [ Serial NO. MAC [
192.168.1.122 255.255.255.0 192.168.1.1 202.96.128.8 8.8.88 NVS-DM36X-HD 016E7409085E0E60 00:74:6e:09:01:6¢
Properties  MapList

Figure4-3 Config management interface

4.2 Device Config

4.2.1 Device Group Config

There is only one group by default. There you can add, remove and modify groups.

Device Group Config

Group Name| Add  Remove  Modify

Figure4-4 Device group config
1. Add device group:

Input the group name, and then click “Add” button. The same device group name is not allowed.
The new device group name will be displayed in the device list.
2. Remove device group:

First select the device group name to be removed, and then click “Remove”; the cameras of the
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group will be moved to default group when the group is removed. The default group can’t be

removed.
3. Modify device group:

First select the device group name to be modified, and then input the new name then click “Modify”
button; the same group name is not allowed.

4.2.2 Device Config

1. Add Local device manually:

Config Information -
Device Source {s Local Device " P2P Device
Group Name |Default FI| e | Protocol Type  [1cp ~|
Device Type [1pc v| Steam Igb stream v | VisitMod [RTsP |
Device IP l Video Port |554 PTZ Port |3091
Login Name [ Password | PTZ Address |
Note: # is not allowed Add Remove = Modify

Figure4-5 Device config

First select group name as figure4-5 and device type, input device name, protocol type<accessing
Internet recommended TCP>, device type<IPC, DVS, Decoder, Video Switch Server/VSS,
NVR/DVR>, stream, access method (The default access method of adding devices is RTSP, you can
change the device’s access mode<RTSP or TPS>. The standard method is RTSP; the TPS method is
only for the device can’t login IPSAN platform ) ,device address<it can be IP address or domain
name>, video port, PTZ port (IP address, PTZ port and video port must be the same with IPC
itself).Login name and password must be the management of the device username and password,
PTZ address code and control PTZ address must be the same, otherwise the device will not work
properly.
After setting those parameters click the button of “Add”, then you have finished manual-adding new
device. Modify and remove device are the same with add device, not repeat.
When Device Type "Video Switch Server/VSS", Device IP for distal open forwarding service host
address, and at the same time, also can be the main domain address, "Video Port" for the open
service set up the video port. Click on the "add" button, the server device will be added to the left
device list.

15 Note: 1. Add distal device, if it is used to IP address form add will automatic filter out with

the same device, if it is used to do main name form will not add to the same device filter.
2. Access CMS client must use the NVR advice of the company.

2. Add P2P device Manually:
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Config Information -
Device Source " Local Device €
Device =

Group Name lDefault LI e ] Protocol Type [ _]
Device Type I _I Stream ] _| Visit Mod [ _I
Domain l Video Port I : PTZ Port l

Login Name I Password I PTZ Address l

Note: # is not allowed Add Remove  Modify

Figure4-6 Add P2P device
Domain is P2P device ID to add domain suffixes such as X.seetong.com, login name and password
for user account and password of the device.
3. Search Local devices automatically:
CMS can search local devices automatically.

Camera
number [7 Invert| all  Search Camera Batch Add
IP Address | subnet Mask | Gateway Address | pusi | pusz

< >

Figure4-6 Search Camera
Click “Search Camera”.CMS will search all devices in the same LAN and will display all devices;
public network can’t use search function.
15 Note: 1. If you click the top field in this table, such as IP Address, Subnet Mask and so on,
then you can order those searched devices as this field.
2. If you change to other place, the searching will stop.

Device number 58.

[™ Invert [~ al Stopsearch ~ Batch Add
IP Address Subnet Mask l Gateway Address I DNS1 l DNS2 I Device Type l Serial NO. MAC o]
[ 192.168.88.222 255.255.255.0 192,168.88.1 202.96.128.86 202.96.134.133 NVS-DM36X-HD 003D165601CC0OC82  00:db:b4:13:b1:b7
[ 192.168.88.223 255.255.255.0 192.168.88.1 202.96.134.133 202.96.128.86 NVS-DM36X-HD 0000000000002CF2  00:9e:6b:b5:42:ef
D 192,168.88.224 255.255.255.0 192.168.88.1 202.96.134.133 202.96.128.86 NVS-DM36X-HD 00000000002DES90  00:d5:8f:07:e5:7c
D 192, 168.88.225 255.255.255.0 192,168.88.1 202.96.134.133 202.96.128.86 NVS-DM36X-HD 000000000000B002  00:d0:b1:5e:9b:cl

Figure4-7 Search camera
The searching results as Figure 4-7. After your searching, you can double click the” Serial NO.” to
copy the device’s serial number.
4.Add device automatically:
Check the device that need to be added to the device list and click “Batch Add”, all the device will
be added to the device list.
Check the device and click it, you can modify the IP address, subnet mask, gateway and DNS. Oslo
you can click “Auto gain” to get free IP address.

Device Management

IP Address I 192 . 168 . 88 . 225 SubnetMaskl 255 . 255 . 255 . O Gateway Address| 192 , 168 . 88 . 1

DRE1 I 202 . 9% . 134 .133 Dis2 I 202 . 9% .18 .86 “uto gain - Modify Camera Default Config

-12-



User Manual of CMS Video Surveillance Client

Figure4-8 Modify network parameters

4.3 User config

4.3.1 Role config

Role management interface as follow:

Role management

Role name I

Operation permission [~ Play [~ Record [ alarm ™ Config management [~ PTZ

Add role Remove role Modify role

Figure4-9 Role management
There are 5 kind of operation permission: PTZ and Play, Record, Alarm, Log, Config management
and advanced operation.
Add role: Input the role name and check permissions then click “Add role”.
Modify role first select role to be modified then the similar with add a role. Select the role in the role
list then click “Remove role” to remove it.
15 Note: All the user groups and users of the role will be removed when remove the role.

4.3.2 User group config

User group management interface as follow:

User group management

User group name | User group role default LI

Addgroup  Remove group  Modify group

Figure4-10 User group management
Add user group: Input user group name and select the group role then click “Add group”. The same
group users are the same user role.
Modify user group first select the user group to be modified then similar with add user group. Select
the user group in the user list and click “Remove group” to remove the user group.
15 Note: The user of the user group will be removed when remove the user group.

4.3.3 User management

User management interface as follow:
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User management

Username I User group |default |
Mew password I Confirm password I
Add user Remove user Maodify user

Figure4-11 User management
Add user: Input username, new password, confirm password and select user group then click “Add
user”. Do not allow the same username.
Modify user: Select a user in the user list then similar with add a user. Select the user in the user list
and click “Remove user” to remove the user.

4.3.4 Rolling Subtitles Management

Rolling subtitles management as follow:

Rolling Subtitles Management

Title Information I Save l

Figure4-12 Rolling subtitles management
Enter the subtitle you want to roll in the text-box of “Title Information”, then click “Save”, words
you entered will rolling show in the top of CMS. For example, in the “Title Information” write

“CMS Video Surveillance Client”, rendering as follow. If you need to cancel the rolling subtitles,

enter a space in the text-box of “Title Information” and click “Save”.

Record Query Alarm queries Config Management TV Wall Map

HEvw Pl Y ¢ 0 cCAIDOO0O6 BENENEESENEHERER

Video View

RwQa

Figure4-13 Rolling captions rendering

‘15 Note: Because the resolution of 1024 by 768 is lower, it will make the space of whole
interface not enough, the set rolling subtitles will affect the button area under. So suggest you
choose the resolution of 1280 by 960.

4.4 Record Config

4.4.1 Record strategy

Record management interface as follow:
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Device Config  User Config = Record Confic Remote Config  Maintenance

| a Start Record

i) Record strategy
B Default Strategy

Detail

Figure4-14 Record config
In the [ Device Config ] interface to add the device, CMS will put device into "Default Strategy".
Later add device also will be added to the "Default Strategy". "Default Strategy" configuration is the
Strategy of the device for 24 hours timing video. In the [ Record Config 1 interface click "Start
Record", will start the Record strategy. Start Record button into a "Stop Record", and click the
button, then stop the Record strategy. If you have multiple record strategy, click [ Video View]
interface in the toolbar "Start All Record" button.
Click “Detail” button you can view the detail information of default strategy.

4.4.2 Strategy config

Click “Detail” then enter the interface of record strategy detail configuration. As figure 4-15:

Record Strategy
Basic Config
Strateqgy Devices Original Devices
Strategy Name IDeFault Strategy = []&3 Device List A =1 [J&3 Device List A
8% 192.168.88.100 8% 192.168.88.100
Storage Strategy |Overwrite latest fie: v | [] % 192.168.88.151 [] % 192.168.88.151
192.168.88.153 192.168.88.153
Tigger Method lScheduIe Record L] U * O *
% 192.168.88.155 8% 192.168.88.155
8% 192.168.88.156 add 8% 192.168.88.156
Storage Pathl lDi'l Browse
[ 192.168.88.165 [ 192.168.88.165
Storage Path IE:" —_— [ 8 192.168.88.166 Remove [ 8 192.168.88.166
8% 192.168.88.167 8% 192.168.88.167
Storage Path3 lFi". Browse | ¢ ns | < == |
Record Config

Config enable: |NO v
Record video: |Main Stream v

Record time per file: |30 ¥ |Minutes

Detect record time: {10-6005ec.) [ Record audio

 Timespani [Everyday  v| Fom[oomoo = T [z3:s9:
[ Tmespan2 [sunday | Fom[oooe0 = T [a3:seise
[ Tmespan3 [sunday | Fom[ om0 = T [zaseiss
[ Tmespand [sunday | Fom[oooo0 = To [a3:seiss
[ Tmespans [sunday | Fom[pooo0 = To [a3:seise
[ Timespané [sunday  v| From[ o:00:00 To [23:50:50
[ Tmespan? [sunday | Fom[oooo0 = T [a3:seise
Add Strategy  Del Strategy  Modify Strategy

Figure 4-15 Record parameter configure interface
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The configuration of record strategy includes two sides: Basic Config and Record Config. Next we

will have a detailed explain for every parameter.

Strategy name: There is a system default named Default Strategy, which can not modify. When you

need add other strategy, you can named by yourself but Default Strategy.

Storage Strategy: You have two choices, Stop record when full or Overwrite latest files when full.

Trigger method: Schedule Record refers to record all the time during the time you have set; Motion
detect Record refers to when has motion alarm then record, the premise is that the device has
already opened motion alarm; IO alarm record refers to when has IO alarm then record, the
premise is that the device has already opened IO  alarm

Strategy path: The system will auto gain three disks as strategy, except your system disk. When user

need modify the strategy path can click the button of “Browse” to select path free. When user need

delete the strategy path,, click “Browse”, then click “Cancel” on the pop-up dialog box.

Original devices: All devices that you have added.

Strategy Devices: Devices in current record strategy. Modify record device you can by those buttons

between “Original devices” and “Strategy devices”

Config enable: When user choose yes and save, then open current record. Strategy record can also

opened by clicking the button of “start record”. When user choose no and save, then close current

record.

Record time per file: Record time for a schedule record.

Prerecord time: The time before start record.

Record video: User can choose sub stream or main stream.

Detect record time: Record time for a motion detect record.

Record audio: If hope the record file with audio you need choose it. Only when device encode audio

and checked it then the record file will be video and audio file.

Time slot set: It refers to set the record time, you can set seven time slots total. When there be some

conflict during different time slot, the system will automatically take there intersection. After

starting record, there will be video file only in the time slot.

Add strategy: When different device needs record in different trigger method, or when devices are

many, suggest you to configure more than one record strategy. Choose devices, configure the store

path and other parameters, click the button of “Add Strategy” then create a new strategy. There are

four record strategies in figure 4-16. If the record strategy is not default strategy, you can only

enable it by the button of “Config Enable”, choose yes means start record, choose no means finish

record.

Record strategy

-/ ™ Default Strateqy
i 192,168.88.151
i 192.168.88.153

—|- ™3 Default Strateqy?2
i 192.168.88.155
i 192,168.88.156

—| ™ Default Strategy3
i 192,168.88.165
i 192.168.88.166

—|- ™3 Default Strateqy4
i 192.168.88.167
i 192,168.88.184
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Figure 4-16 Added four record strategies
Delete strategy: click the record strategy name on the left device list, related configuration
information for this strategy will detail show on the right. Click the button of “Del strategy” will
delete this record strategy.
Modify strategy: If you have modified some parameters for strategy, you need to click the button of
“Modify strategy” to ensure it

4.5 Remote Config

4.5.1 Select device
Click the device that must be online in the device list.
4.5.2 Remote config

The interface device is not selected as follow:

Device Config  User Config = Record Config Remote Confic  Maintenance
) Device List Please connect the device you want to configure
- ®@ Default

b 192,168.66.126

Figure4-17 Remote config interface
After select a device:

Device Config = User Config Record Config Remote Confio  Maintenance

I a NetWork] Medial PTZ l Storagel Alam  System '
Device List Account Manage ] Time Setup I Log Setup I Regular maintenance | Devices Language Version Info
- ®@ Default System Info

i 192.168.66.126 System Info

L 4] 192.168.66.230 Kernel Version Linux 2.6.18_arm_v5t_le

i 192.168.66.231

il 192.168.66.232
i 192.168.66.233 Serial Number 5000000000002A3E

File System Version TS38MN-ONVIF V1.6.0.0 build 2013-07-26 15:47:30

Figure4-18 Remote config
You can refer to IPC instructions to modify network setup, media setup, alarm setup and so on.
15 Note: Remote config is not allows for DVS | Forwarding CMS client device.

4.6 Maintenance

4.6.1 Device information list

Device information list is to check devices do below operating. Before device upgrading, configure
file uploading or downloading, rebooting, restoring, you must check devices first then you can do
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those operating to them. The device information list only include online devices, during operating
(such as reboot) the device must offline for a moment, then you will see the device out of the list
and come out in the top of the list some minutes later.

4.6.2 Upgrade

Checked need to upgrade device, click on the "browse" button, the local computer to find upgrade
file the folder, select the corresponding device types of firmware program, and click "update",
namely start remote upgrade. If the upgrade failed, please try again.

Device Config  User Config  Record Config Remote Config

| a Device information list

Device List Cal T Invert
=|-®@ Default
e 192.168.66.126 Device Name [ IP Address Statues l File System Version
& 192.168.66.230 [ 192.168.66.231 192.168.66.231 TS56U-ONVIF-P2P V2.5.0.2 build 2013-12-06 16:10:26
= [ 192.168.66.235 192, 168.66.235 TH38R4-ONVIF V2.5.0.0 build 2013-11-15 11:33:55
B 192.168.66.231 [ 192.168.90.250 192.168.90.250 T38F006-ONVIF-P2P V2.5.0.0 build 2013-10-24 19:02:12
¥ 192.168.66.232 [ 192.168.66.233 192.168.66.233 T38A006-ONVIF-P2P V2.5.0.1 build 2013-11-28 16:33:15
i 192.168.66.233 [ 192.168.66.126 192.168.66.126 T38G006-ONVIF-P2P v2,5.0.1 build 2013-11-28 16:33:15
8 192.168.66.234 [ 192.168.66.234 192.168.66.234 T38F006-ONVIF-P2P V2.5.0.0 build 2013-10-24 18:02:12
# 192.163.66.235 [ 192.168.66.232 192.168.66.232 T38F006-ONVIF-P2P V2.5.0.0 build 2013-10-24 19:02:12
B 192.163.66.2% [ 192.168.66.238 192.168.66.233 TH38R2-ONVIF V2.5.0.0 build 2013-11-15 11:30:00
i [ 192.168.66.230 192.168.66.230 TS38MN-ONVIF V1.6.0.0 build 2013-07-26 15:47:30
$ 192.168.66.237 [ 192.168.66.237 192.168.66.237 T38H-ONVIF V2.5.0.0 build 2013-08-07 10:00: 10
i 192,168.66.233 [ PP AT e e B M P PO R
i 192.168.90.250 Device Upgrade
=I-®r2 Decoder Firmware Browse Upgrade
8 192,.168.90.111

Figure4-19 Upgrade

4.6.3 Config file Upload and Download

Upload config file: first click “Browse” to select the correct config file and check the devices to be
uploaded, then click “Upload”.

Download config file: first click “Browse” to select directory for saving cinfig file and check device
that download config file from, then click “Download”.

Config file upload and download

Config file I Browse  Upload

Save path I Browse Download

Figure4-20 Config file Upload and Download

4.6.4 Reboot, Default Config and Sync system time

Check devices and click “Reboot” to reboot the devices.
Check devices and click “Default Config” to restored the devices.
Check devices and click “Sync system time” to modify devices time.

Restart Restore

Reboot  Default Config 3ync system time

Figure4-21 reboot, default config and sync system time
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4.6.5 The management of front-end storage device

After choosing the device, click “Format”, then the TF card or USB device will be formatted.
After choosing the device, click “Uninstall”, then the TF card or USB device will be uninstalled.

Device Name: 192, 168.88. 169

SD Card1 Manager SD Card2 Manager USB Manager
Total space : 7569(MB) Total space : 0(MB)Unmount Total space : 0(MB)Unmount
Used space : 5783(MB) Used space : 0(MB) Used space : 0(MB)
Free space : 1780(MB) Free space : 0(MB) Free space : 0(MB)
Percent : 76% Percent : 0% Percent: 0%
Format Uninstall

Figure4-22 The management of front-end storage device
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ChapterS Video View

After adding and configuring devices, click “Video View”, then skip to video view interface, here
you can watch the real-time video.

5.1.1 Real-Time Monitor

Record Query Ala;n queries Config Management TV Wall

v ¢ 0 cAXDOOE6E | BN 6 20140512 10:28:05 |

HIT 3MP 3.6mn

Figure5-1 Surveillance interface

3 Note: 1. Two or more play window is when view playing, Select a window and click

continued one second, until a red camera sign come out, then drag to another window, those two
windows will exchange their video.
2. Video window supports the function of right-click mouse, The function of it is the
same as the function of buttons in the video surveillance tool bar, detail operation will be
described follow.
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Record Query Alarm queries Config Management TV Vall

EwmB Y OB CADOOS HEENS 2040512 1022018 |

P e 22 2 1‘1_—05—12 Monday 10:28:18

<

‘)J

jtch Stre:
Electronic PTZ
Full Display

Full Screen

Display Sub Stream
Start Speak

Open Sound
Manual Record
Capture.

Stop
Stop All

HIT 3MP 3.6mn

Figure5-2 right-click menu function

5.1.2 Real-Time Monitor Method

Select and drag a device to the focus video window that will display real-time video of the device.
Select and double click a device, if the focus window is empty, it will display real-time video of the
device; if the focus is playing, system will search empty window from focus window to display
real-time video of the device.

Select and right-click a device group name, then you can choose “auto play this group’s devices”.

5.1.3 Electronic zoom

This is electronic zoom function. There are four buttons in electronic zoom function area. They are
Pointer, Moving, Zoom Out and Zoom In.

k¥ Qe

Figure 5-3 Electronic zoom function button

enlarge video screen:

Zoom In: Preview condition, in the toolbar after click this button, there are three methods to

Drag mouse to the window that you need to enlarge, the mouse turns to Q . This time click the

video screen, system will enlarge the video screen with current point as the center.

Drag mouse to the window that you need to enlarge, up roll the mouse wheel, current video screen
will enlarge show.

Drag mouse to the window that you need to enlarge, click somewhere then drag mouse without
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releasing it. Then come out a red box, release the mouse as you need, video screen enlarge show.

@ Zoom Out: After the video screen enlarged, click this button and drag mouse to enlarged

window, then mouse turns to Q . This time click mouse, video screen narrow show. You can down

roll the mouse wheel to narrow the video screen too.

¥ Moving: After the video screen enlarged, click this button and drag mouse to enlarged window,
then mouse turns to ¥ . This time drag mouse you can drag the enlarged video screen.

R Pointer: After the video screen enlarged, click this button, the video screen will regain normal

size to show. If there are many devices enlarged, click it will regain all.
5.1.4 Dual-stream Switching

Due to network bandwidth limitations and the requirements of high-definition video, IPC and other
front-end device using dual-stream technology which can encode two completely different bit
stream (including a different resolution, frame rate, quality) at the same time. Main Stream used for
local real-time storage, Sub stream used for remote network transmission. Thus take into account
the image of high quality local storage requirements and long-range low-bandwidth network
transmission of images fluency requirements, to break through network bottlenecks and maintain
Endowment effect of the local HD storage.

In the video surveillance tool bar, click "V1/V2" button on the focus of the video window to switch
the video stream. If need to screen amplification not automatic switching main-stream, then see
Chapter12.5 Switch Stream Setting.

m |(vim y ¢ €« 5 ¢ A OO O € BN EHEREEE
Main/Sub Stream

Figure5-4 Dual-stream switch

5.1.5 Capture

In the video surveillance tool bar, click on “Capture” button on the focus of the video capture video
window. The default storage path of local record is in the “Picture” directory that under the file of
the installation program, if you want to change the storage path please turn to Chapter12.3 Storage
setting.

mEvw R Y ¢ 95 ¢ AXDOO S mEEERENEEEEE®
Capture

Figure5-5 Capture
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5.1.6 Voice Talk

In the video surveillance tool bar, click on the “Voice talk” button in the video window with the
focus on real-time front-end device features two-way voice talk. When the voice talking is turned on,
the user switch the focus window will make no difference with it. And the status bar under the video
window will show current voice talk status.

WP ¢ € ¢ ANDOO6 EUEENENEEEDES

Voice talk

Figure5-6 Voice talk

5.1.7 Audio Switch

In the video surveillance tool bar, click on the "Voice” button, you can open or close the focus of
the audio video stream monitoring. When the sound is turned on, the user can switch the focus to
follow the audio window to switch the focus of the window. And the status bar under the video
window will show current voice status.

ClImEQm'ﬁ'B‘CéQC@@OG N EEEEER
Audio

Figure5-7 Audio

5.1.8 Broadcast Audio

Broadcast Audio realization must first configuration broadcast audio encoding format and need to
broadcast device, the specific configuration method and process see Chapter12.6 Boradcast Set.

For device set up after the broadcast, in the video toolbar and click e button, the button

o

into ° , device into the broadcast state. If you want to stop broadcast again, click on the

"Broadcast Audio" button.

mEvw PR Y ¢ (W & AZDOOGES ma=n
Figure5-8 Broadcast Audio

Because NVR only support audio coding format for G711 broadcast, so CMS and NVR
broadcasting, in [ Setting 1-[ Broadcast Set 1 select any channel NVR in G711 coding format
can be add to the list of radio device in [ Video View 1 interface to the NVR broadcasting
operations

HEEER

5.1.9 Start to select the fragment of device record

In the video surveillance tool bar, click the “Start to select the fragment of device record” button, the

focus of the video window will start record. The same time the button changes from s, to
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g2, . Button ps, always represent that the device is recording, and if you want to stop record

please click the button g2, . Once manual record the longest time is 30 minutes, 30 minutes later

the system will cut down current record and start a new record. The default storage path of manual
record is in the “Video” directory that under the file of the installation program, if you want to
change the storage path please turn to Chapter12.3 Storage setting.

mEvw Y ¢ 9 c A lDO0O 6 BENEENEBEEEDERER

Start to select the fragment of device record|

Figure5-9 Start to select the fragment of device record

5.1.10 Patrol

Start patrol you must configure patrol for video window first, the detailed configure method and
process will be explained in Chapter12.4 Patrol Setting.

After configured patrol for window, Click the button v in the video surveillance tool bar, then

C

“local record”; “voice talk”; “voice” can’t use. If want to stop patrolling re-click the “patrol” button,
then this window will play the real-time video streaming of the stop-time device. This moment that
four buttons can’t use still.

mvwm P Yo 0scAsAlDO006 ENEEEENEEEEER

Patrol

button turns to , the window is patrolling. During patrolling the button of “dual-stream switch”;

Figure5-10 Patrol

5.1.11 Alarm Linkage

Alarm linkage: enable it. When CMS receives alarm, it wills response to the alarm in different ways.
Three methods of alarm linkage: Nol. Tree node flash (as figure 5-12).No2.Play alarm sounds.
Different sounds of master device and camera.No3.pop video window and play video. If there are
many devices alarming, it will play video of the first alarm. In the alarm list (as figure 5-13).Red
alarm information means the alarm not processed, black alarm information means the alarm already
processed. Click the “Begin speak” button, voice talk is opened.

= w PR Y ¢ '\('&CSA;I 2 800 0 ¢ [

Figure5-11 Alarm linkage

HEEERE
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Device List

=™ Default

i 192.168.88.189
i 192,168.88.190
i 192.168.88.192
il 192,168.88.193
i 192.163.88.194
1N 192.168.88.196

i 192.168.88.197
il 192,168.88.198
i 192.168.88.199

= 192.168.88.200

i Streaml

i Stream2
#¢ Streama

~
Alarm linkage
» Tree node flash

Figure5-12 Tree node flash

Device Name | Alarm Type I Alarr
192, 168.88.243 Video lost 17:3!
192,168.88.29 Video lost 17:0°
192,168.88.243 Video lost 17:3!
192.168.88.29 Video lost 17:00
192,168.88.243 Video lost 17:3!
192.168.88.2 Video lost 17:0°
192.168.88.243 Video lost 17:3!
192.168.88.29 Video lost 17:0°
192, 168.88.243 Video lost 17:3!
192, 168.88.25 Free Space ... 17:2
192.168.88.29 Video lost 17:0°
192.168.88.243 Video lost 17:3!
192,168.88.24 Free Space ... 17:00
192, 168.88.29 Video lost 17:0°
192.168.88.243 Video lost 17:3¢
192,168.88.28 Free Space ... 17:5
192.168.88.29 Video lost 17:0°
192, 168.88.243 Video lost 17:3¢
192.168.88.29 Video lost 17:0°
< | >

Alarm Action @
Z - B : s

Beain speak I Open sound I

Figure5-13 Alarm linkage window

5.1.12 Full and Norm

In the video surveillance tool bar, click on “Full/Norm”, the real-time video will full-screen display.
The default screen is standard screen; twice click the button to return. It will save and recover
playing mode automatically after exit and re-login.

v Y ¢ 9 C A

/BOOG S
__Full Norm

Figure5-14 Full and Norm
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5.1.13 Screen Lock and Unlock

In the video surveillance tool bar, click the "lock screen” button, then all CMS operating screen will
be locked. This moment, you can do nothing but watch the video streaming. And the button appears

to g3 if you want to exit this status, click it. Then an input-box pops and you must input your

username and password to success unlock.

HEvw PR Y ¢ € c A D006 ENNEEENEHEDRER

Figure5-15 Lock screen

5.1.14 Stop Video

In the video surveillance tool bar, click "Stop" button to stop the current the real-time stream of the
focus window. Click "Stop all" button to stop all real-time video.

R Y ¢ -w'&cA::@- ¢ ENEEEENMEHEZEDED
Stop Stop All

Figure5-16 Stop video

5.1.15 Start all record

Enter the interface of [Config Management] — [Record Config], right configured the record strategy
you need. Then return to the interface of [Video View], click the button of “Start all records”, all
records strategy will be opened. This button is a shortcut button for strategy record.

mEvw PR 9 ¢ 'ﬁ'&Cé:CQOO. B
Start All Record

Figure5-17 Start all records

HFEEER

5.1.16 Full-screen Control

In the video surveillance tool bar, click on the corresponding split-screen button to switch to a
different monitor screen, 1 screen, 4 screens, 6 screens, 8 screens, 9 screens, 16 screens, 25 screens,
36 screens, 49 screens, 64 screens. Click on "Full screen" button will present a single screen or
multi-screen to full screen. Click "Esc" button to exit full-screen

E\WGEQ'ﬁ < s C AN DO OG®E BN NEEEEER
Full Screen

Figure5-18 Full screen

5.1.17 Device List

1) There are two ways the device list display: “Original” group(Figure 5-19 left) and "Properties"
group (Figure 5-19 right):
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a) "Original group" is the device group name +device belongs to the device group as
the node to display

b)  "Properties group" off-line devices and on-line devices are shown separately.

Device List 2 Device List A
-1-®@ Default = -®@ Online
i 192.165.58.185 i 192.168.88.188
i 192.165.88.189 i 192.168.55.189
i 192.168.58.190 i 192,168.88.190
i 192.168.88.191 i 192.168.58.191
i 192.168.58.192 i 192,168.88.192
i 192.168.88.193 i 192.168.55.193
i 192,168,88.194 i 192.168.88.194
i 192,165.88.195 3 i 192.168.58.195
i 192.168.58.196 i 192,168.88.196
i 192.168.688.197 i 192.168.58.197
i 192.168.58.195 i 192,168.88.198
i 192.165.88.199 i 192.168.55.199
== 197 1AR AR 20N % +. =) 192 1AR AR 20N bt
Original Properties Original Properties

Figure5-19 Device list tree
2) There are several leaf node icon, “blue” present the device is online, “gray” present the device
is offline, “red” present the device is play video; Two small red points present the device is
recording.

—-®12 Default ' Recording
W 19Z.165.55.100

il 192.168.88.189

i 192.168.88.190

i 192.168.88.191 Playing  video
i 192.168.88.192 ——————>, .
i 192.168.88.193

Online devices €+———# 192.168.88.194

i 192.168.88.195

il 192,168.88.196

i 192.168.88.197

il 192,168.88.198

i 192.168.88.199

- 192.168.88.200
Offline devices €F———————2% _ctreami

v .
devices

| €

Qriginal Properties

Figure5-20 Device status
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5.1.18 PTZ control

1. PTZ control method
There are two PTZ control methods: Interface control, joystick control.

1) PTZ control interface: In PTZ control, you can operate PTZ such an up, down, left, right,
adjust the iris, adjust the focus, adjust the zoom, add/query/delete preset as well as
advanced features such as call; up, down, left, right, iris, focus, zoom control in the
corresponding function key on the left began to hold, release the left mouse button to stop.
Directional control can adjust horizontal velocity and vertical velocity control; preset point
and advanced features of the control rules refer to the “PTZ advanced function”

v) PTZ Control

yc . 88
<O B0

[ N 4

v o
H.V. |5 vIV.V. |5 vl

Add Presetl u

Call Preset | ~] a
Remove =
Preset I '_I a
Advanced v | [N
Function ——I
Figure5-21 PTZ control
2) Joystick Control: PTZ control keyboard access to the specified PC keyboard for use in
accordance with the corresponding parameters. client-side under the keyboard also need to
set the parameters corresponding to the configuration, the user clicks on the main interface
of Isalbuttons popup menu select "System Configuration" — “Joystick”, In the " Joystick"

interface configuration corresponding parameters can be preserved. Configuration is
completed the user can use the keyboard to the corresponding PTZ control.
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System Configuration

Storage ] Patrol | Bz witch Stream I Time/Alarm Set I Broadcast Set | Forward Serv_4 I 4

Enable Joysti IDisable ___'_I

COM Port ID(1-255)

Bandrate

Stopbits

Parity

|
|
Databits E
|
|
|

Ll L 1 1] e

Data Control

Save |

Figure5-22 PTZ joystick control
3) PTZ Protocol Control: Control of if PTZ device support custom PTZ control protocol
control, the user clicks on the main interface of k&albuttons popup menu select "System
Configuration" — “PTZ”, in the “PTZ” interface select PTZ protocol , after the completion
of the user configuration can be used in the preview interface PTZ control panel for the
corresponding PTZ control.
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2.
1)

a.

3)
a)

b)
©)
4)
a)
b)

System Configuration @

Storage l Patrol :! Joystick ] Switch Stream ] TimeAlarm Set ] Broadcast Set ] Forward Serv_4 ] 4

[~ Select PTZ Protocol

I _I Save | Cancel I

Figure5-23 PTZ Protocol
PTZ advanced function
Timing homing:
Add parameter in the input box of “add preset” to set it. Such as 1#01:00-01:59, means
from 1 o’clock to 2 o’clock, if you had set timing scan during this time, then the device will
back to the preset every five minutes and stay for one minute. “1#” means first one, you can
set eight in total.
Every day you can only set eight timing homing.
Show the time period, and it will show in “remove preset”.
Timing orbit
Add parameter in the input box of “set preset” to set it. Such as s1#01:00-01:59, means
from 1 o’clock to 2 o’clock orbit all the time.
Every day you can only set eight timing orbits.
Show the time period, and it will show in “remove preset”.
Timing scan
Add parameter in the input box of “add preset” to set it. Such as 01#01:00-01:59, means
from 1 o’clock to 2 o’clock scan all the time.
Every day you can only set eight timing scans.
Show the time period, and it will show in “remove preset”.
Notice:
The time can not cross between “timing scan” and timing orbit”.
The time can cross between “timing homing” and timing scan” or “timing homing”
and "timing orbit”.
If “timing homing” and ”timing scan” have time cross then “timing homing” first. the same
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as “timing orbit”.

d) Nobody control the PTZ for six minutes later then begin “timing scan”, “timing

orbit”, ”timing homing”.

e) “Timing homing” stay for one minute.
f) The value you set accurate to the minute.
g) Set time as 01#00:00-23:59, can not set as 01#23:59-00:00

5.1.19 Alarm Message

When the client receives the alarm information in real time the main interface of the "Alarm
Message" will be flashing, the user clicks the "Alarm Message" button to view real-time alarm
information screen. The interface for the alarm information to show the 16 records dynamically
updated. Alarms for query previous see instructions of "Alarm Query ".

A) Alarm Message

Device Na... I Alarm Type I Alarm Tim A
251 Motion de...  2010-12-,
169 Vioce video lost 2010-12-,
251 Motion de... 2010-12-,
169 Vioce Yideo lost 2010-12-,
251 Motion de... 2010-12-,
169 Vioce Yideo lost 2010-12-,
251 Motion de... 2010-12-,
HD IPC195 Free spac... 2010-12-,
251 Motion de...  2010-12-,
169 Vioce Yideo lost 2010-12-,
169 Yioce Video lost 2010-12-,
169 Vioce video lost 2010-12-,
169 Vioce Video lost 2010-12-,
169 Vioce video lost 2010-12-,
169 Vioce Yideo lost 2010-12-,
169 Yioce Yideo lost 2010-12-,
195 HD Motion de... 2010-12-. %
< >

Figure5-24 Real-time alarm
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Chapter6 Record Query

Click the "Record query" menu and go to the record query interface. Record query pages include
file playback and time playback. File playback include local record query, record playback and
front-end record query, record playback, record download, Time playback support local record
four-screen sync playback, as follow:

(-_{u Video View Alarn queries Config Nanagement TV Vall Hap ]
|
k¥ Qaea w e Hn = 2014-05-12 10:29:09
Device List
E)-®18 Default

i 192.168.1.122

Fie playback  Time playback

Record Query

Device Name Please select device from device listin the left
FleSource  [localRecord v| RecordType [ | Tmerange [201405-12 00:00:00 7O [201405-12 23:59:59
MedaType  [video <] Resoton [y <] Fes=  [3 To [ Bytes(-L means no
= limitation)
Query | PrePage NextPage Start Download
File Path [ Fie Size(Bytes) [ Download Status | Play Status [
Properties  MaplList
(_p y Video View Alarm queries Config Management TV Vall Map ]
|
k¥ aaea X e Hn =R 2014-0512 10:29:27
Device List
-2 Defauit

i 192.168.1.122

Fie playback  Time playback

Select Query Date [ 5B ] I™ Four-screen SyncPlayback  [10:20:15 —
R SRS Groy:NoRecord  Doublecickrecord toreplay
00:00:00

wms [ ﬂ i3 e hd P i il 2 4 fud i i fid & il i ik fid el fe2 [ i 2

Properties  MapList
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Figure6-2 Time playback

6.1 Video Query

6.1.1 File playback

Select a device that queried in the device list and set the conditions, then click "Query" button.
Record source include "Local Record" and "Front-end Record". Select a different record sources are
not the same type of the corresponding record resolution. 20 records per page, you can click the “Pre
page” or "Next page" to view more.

6.1.2 Time playback

User in the time frame to select the desired inquires the video time, click on the device to the list of
device name, can show inquire the record.

Every time it can display seven device query results, click again on the query results will eliminate
the earliest.

6.2 Play back

6.2.1 Local Record Playback

Entering [Config Management]-[Record Config], configuring the record strategy and starting record,
in this way you can get local record. Local record files saved in local computer. In file playback
interface double click one of the searched video then it will play in playback window. You can
playback four records at the same time; In time playback interface double click the query result can
replay a equipment a video of the time, you can playback four-screen records at the same time. In

the playback window, your can operate the tool bar below to pause/play, frame forward, stop, fast
forward, previous section, next section, slow forward, taking picture, sound and so on. The default
storage path of taking picture is in the “Picture” directory that under the file of the installation
program, if you want to change the storage path please turn to Chanpter12.3 Storage setting.

13 Note: 1. If device is not video strategy, file playback can't search local video file, time
playback retrieval local video file for grey.
2. Fragment of device record files can't be retrieval.

3. During replaying video, you can use electronic zoom function too. The use
method of every button is the same as Video View, now we will not repeat again.

4. Device type for the NVR local video can only be in the "File playback" according
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to the document query and playback.

5. NVR native video can only be in the "Time playback" according to time query
and playback.

6.2.2 Front-end Record Playback

Front-end device with storage device, configured record strategy and started record, in this way you
can get front-end record. Double click one of the searched video then it will play in playback
window. One device can only play one video file in the same time. In the playback window, your
can operate the tool bar below to pause/play, frame forward, stop, fast forward, previous section,
next section, slow forward, taking picture, sound and so on. The default storage path of taking
picture is in the “Picture” directory that under the file of the installation program, if you want to
change the storage path please turn to Chapter12.3 Storage setting.

6.3 Download Front-end Record

Local record saved in your computer so you needn’t download it. The record download is front-end
record download. If you want to download the records accord to file playback, simply "Check" the
record and then click the "Download" button. According to time playback query as shown in figure
6 -3, click the needed devices in the equipment list after choose the query date, query display the
corresponding video type, set up the start time and end time, click "start download" button to
download. Record of the default storage path is the default storage strategy path “Remotion”. Users
who want to stop downloading click the "Cancel" button.

File playback T aybad /D iceTame 192.168.73.100_Channel-4
Select Query Dal 28 April 2014 v I Four-screen Sync Playback — (/ Begin Time {08:00:09 <5 End Time |08:20:09 =
fed: Alarm Record Gray : No Double dlick record to replay DonvieacSiat s 1 Start Download ~ Stop Download

\\\»R ST
S B ke P E M B B Pl B W L o et o,
Chamct1 | I

Channel-4

Figure 6-3 Time playback query to download video
Note:1. Accord file playback download the video cannot be other operations of the menu items,

But time playback download the video only cannot be playback video.
2. The file of playbacking record can not be downloaded
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Chapter 7 Alarm Message

Click the "Alarm Message" then enter the alarm query interface.

Time Range

L J192.168.1.122

Alarn queries

192.168.1.122

[201405-12 " 00:00:00

= T 12 2358
=T [a190512 235959

=
=

Properties  MapList

Al Alarm VA
H = 2 ¥ Alarm input high to low [ Alarm input low to high
Device alarm [V Device Connected [v Video lost ¥ Video block
Memory alarm [v sDinotReady v SD1Ready [V sD2notReady [V sD2Ready
[V USBrotReady [V USBReady [V Free Space Lacking
Query
[ Alarm Type | Alarm Time | pescription I
192.168.1.122 Device Connected 2014-05-12 10:23:29 Device Connected

Query complete!Total 1 alarm records!

=1

Figure7-1 Alarm Inquires

First select the device in the device list, then set the queried conditions and click the "Query" button
to check out the device in this period of time alarm type of alarm occurs.

{15 Note: It will keep the alarm message of a week.
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Chapter 8 TV Wall

Click “TV Wall” then skip to TV wall interface. Only the “admin” user has access authority, to
others CMS will prompt that “without TV Wall management permission”.

Video View Record Query Alarm queries Config Nanagement / TV Vall \ Nap

¢ = 2014-05-12 10:31:28

Device List
E-™2 Default
i 192.168.1.122

Properties  Map List

Figure 8-1 TV Wall interface

8.1 TV Wall layout

In the TV Wall interface, left is a device list, the function of this list is almost the same that
mentioned in 5.1.11, the difference is that this device list includes decoder device. Right is monitor
layout area, in this area you can overall layout for your monitor.

8.2 Monitor layout

There is a button in the top of monitor layout area, = named TV Wall layout, clicking it then

come out the TV Wall layout setting window. In this window you can set the number of Horizontal
lines and Vertical lines, the setting range from 1 to 20. After setting, clicking the “save” button then
the monitor layout area will layout as your setting. If you don’t set it will layout in default setting
that means horizontal line is ten and vertical line is ten too. When the decoder device is many,
suggest you to set a bigger number.
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IV ¥all layout X]

Horizontal lines Vertical lines

10 v 10 v

OK | Cancel |

Figure8-2 TV Wall layout setting

After the TV Wall layout, you can press the left mouse button and drag to down or right or
right-down in any area of monitor layout area grid. This way you can draw out the window of
monitor. According to different number of decoders you can draw different number of windows.
Clicking the right mouse button in a drawn window area you can delete this window.

Video View Record Query Alarm queries Config Nanagement TV Wall Nap

[ 2014-05-12 10:31:56

# 192.168.1.122

Properties  Map List

Figure8-3 Monitor layout Configure

8.3 The binding of decoder and monitor

After layout the TV Wall and monitor, first, connect the video-out line of decoder and the
video-in line of monitor or TV; then drag a decoder to the good layout monitor window. The
window will become black, this moment the software has connected decoder and the decoder
window shows the connected decoder device IP. Then drag an IPC or NVS or other device to this
window, the window becomes yellow, the decoder begins decoding the connected device’s video
and decoder window shows the connected encoder device IP . This moment the monitor begins to
play the real-time video of IPC or NVS and so on. During decoding you can change the device by
dragging other devices to decoder window.
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8.4 TV Wall patrol setting

Decoder support device’s patrol. Click thel&@dbutton, popup menu select "System Configuration" -
"Patrol", in the "Patrol" interface choose "TV Patrol".

System Configuration @
Storage Patrol IP’IZ | Joystick | Switch Stream | Time/Alarm Set | Broadcast Set | Forward Serv_4 |»]
Player Patrol TV Patrol I
Decoder List : Display... ] Stay Ti... I Device... I Device ... I Device ... I Device ... l
192.168.66.253
Add l ‘ l Save I

Figure8-5 TV wall in turns setting
In “TV Patrol”, left is decoder list, CMS will display all decoder devices in this list by searching
from device list automatically. Right is the show area of patrol setting. There are four buttons in the
bottom of “Patrol setting”, “Add”; “Delete”; “Modify”; “Save”.

Clicking “Add”, come out “Add Patrol” dialog. Decoder can choose "Display one video" or
"Display four video"; Multidecoder can choose " Display one video ", " Display four vide
o ", " Display nine video "; the “Stay Time” can’t less than 1
0Os; click a device that in the left device list, then it will show in the right column named
“Video*”, At the same time can choose to the resolution of the decoding device. After that,

click “Add” then you have added a device for patrol successfully. By this way, you can a

or " Display sixteen video

dd other devices. A decoder patrol you can add ten devices at most (a multi-screen display
is looks as one device). After you added you must click the “Save” button then your settin
g is effective.
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B
=) s

i 192.168.66.126
i 192.168.66.230
i 192.168.66.231
il 192,168.66.232
i 192.168.66.233
i 192.168.66.234
i 192.168.66.235
i 192.168.66.236
i 192.168.66.237
i 192.168.66.238
i 192.168.90.250

Add Patrol X

" Display one video {+ Display four video

&) Dispiay Hne widen e e

Stay Time(sec.) [10

|
vidot [ [Fbove o] Video 2 | B i?__"_J3
video3 | [——__] videod| r——__]
Video 5 | |Main Stre | Video 6 | | Ll‘
Video 7 | [Main stre ~] Video 8 | [me _j
Video 9 I— [Van ste < Video 10 | ‘
Video 11 | Video 12 | \
Video 13 | Video 14 | \
Video 15 I video 16 | |
Add Cancel |

=3
= s

Device List

il 192.168.66.126
i 192.168.66.230
il 192.168.66.231
i 192.168.66.232
il 192.168.66.233
i 192,168.66.234
il 192.168.66.235
i 192.168.66.236
i 192.168.66.237
il 192.168.66.238
i 192.168.90.250

Figure8-6 Decoder to add patrol

Add Patrol =

(" Display one video

(" Display nine video

" Display four video

Stay Time(sec.) |10

]
vdot [ [Fbsress] Video 2 | [5ubs e:L]I
video3 [ [Fbsres] videod| [—_]
| e sl ==
wdeo7| [sub strez ~ ] Video 8 | [5ub's __]
videoo [ [hove ]  Videol | |
Video 11 | Video 12 | |
Video 13 | Video 14 |
Video 15 | Video 16 | |

Add Cancel |

Figure8-7 Multidecoder to add patrol
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Clicking “Delete”, you can delete the device of patrol. First choose the decoder that you want to
delete its device, second choose the device that you want to delete, third click “Delete” button. After
you deleted you must click the “Save” button then your setting is effective.

Clicking “Modify”, you can modify the device of patrol. Choose the decoder, then choose the device,
click “Modify” button, come out “Modify Patrol” dialog. You can modify the screen display; stay
time or device. After that, click “Modify” then you exit modify dialog, but this time your
modification has no effect, only when you click the “Save” button then your setting is effective.

After you configuring device’s patrol, exit the “TV Patrol” dialog, draw a window in monitor layout
area, drag a decoder device to the window, click the “Patrol” button, the monitor will begin to play
patrol video. You can also start patrol when the monitor is playing real-time video. Click again the
“Patrol” button, you can end the patrol. After the patrol is ending, the decoder end decoding, the
monitor display nothing.

15 Note: Under the TV Wall, when there is one device the decoder decode main stream.
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Chapter 9 Electronic Map

Click on the "map" menu, jump to electronic map interface. The electronic map is a specialized
custom function, convenient user to layout and locate device. After added the map, according the
actual location of devices, drag devices to the position on map, then you can monitor devices.

Video View 03 Config Wanagement

¥ Qe 2014-05-12 10:36:02

e

Map List

Original  Properties

Figure 9-1 map interface

9.1 Electronic map layout

In electronic map function module, left is device list, the function of this list is almost the same that
mentioned in 5.1.11, the difference is that there is a list called map-list. The map-list is to show the
name of added map. Right is map show area, here you can add map, sub map and devices.

9.1.1 Add map

In the map shows area click the right button of mouse, choose “add map” in the drop-down menu,
then come out a window to enter some information, as figure 9-2. “Map name” means the name of
the map you need to add. “Map file” means you need browser your computer to choose the map that
you need to add in. After you set, click the button of “Add” then the map you added will show in the
area of map-show-area, at the same time the map name will show in the map list.
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o — )
Map Name ||

Map File | Browser l
Add Cancel

Figure 9-2 Add Map

s Map List

reee =)
e

Figure 9-3 Map List
9.1.2 Add Sub Map

Sub map is the detail show for some area of map. When the map you added is very big and some
area are not detail, you can add a sub map in this area. The way to add sub map is similar to the way
to add map, the difference is that before you add sub map you need select the place to add it. Where
you select where will be a sub map. After you added success, there is an icon in the map, click it
then you can enter sub map.

e Map List
-] China

ey
leeee]

Figure 9-4 Map List
Note: If you add no map, the option of "add sub map" is not available. A map can add more than one
sub map. The format of the map must be .jpg.

9.1.3 Add Devices

You can add device into map and sub map. Select the map, click “Original” or “Properties” in the
left device list, then select the device you need, drag it to the target position on map, after that
release the mouse, then you add device success. After added devices success, you will see an icon
and the device’s IP on map.

42 -



User Manual of CMS Video Surveillance Client

J’,’ f s sl
Figure 9-5 Devices Add Success
Note: A device can not add for many times, but a map can add more devices.

9.2 Play devices video

9.2.1 Real-Time Monitor

When you need monitor a device, click the device icon on the map, then will come out a video play
window. Now you can by the right-mouse-function do some operation such as video play, stream
switch, voice talk, capture, manual record and so on.

Figure 9-6 Video window
Note: Video window supports the function of right-click-mouse. The function of it is the same as the
function of buttons in the video surveillance tool bar, we will not description again.

9.2.2 Full screen/exit full play

Double-click the video window, video will full display, double-click again, then exit full
display. When in full display, the function of right-mouse can also be used.
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9.2.3 Devices video change

On the map, click the device icon you can open its video, this time click another device icon the
video will change, in this way you can choose to play your device video. Change map the video
window will not be closed.

9.2.4 Stop Video

You can stop the video by three methods:

1: Click the button M3 in the side of right-up for the video window, then video will stop and

window will be closed.

2: Click video window and click the right button of the mouse, choose “stop” in the pop-up box,
then video stop, but the window will not close.

3: Change the main interface from “Map” to other interface, video stop and window closed.

9.3 The delete of map and device

9.3.1 The delete of map

When the map has some changes or the map is too old, you need delete it. First, select the map you
need to delete. Second, click the right button of the mouse, come out a pop-up box. Third, click the
option of “delete map”. There will be two situations. If there is no device on the map, then delete the
map directly, and the device’s icon disappears; otherwise, there come out a notice window “The map
has device, are you sure to delete it?” click “OK” then delete all information for this map include its
device information and jump to its father map.

Note: if the deleted map has sub map, then when you delete it the sub map be deleted also. Think
of that there may be devices on the map, so we do not support the function of update map. When
the map has changes, you must delete it first and add the new version.

9.3.2 The delete of device

Find the device you need to delete, put the mouse on its icon, click right button, then choose the
option of “delete device”, by this way you can delete it and its all information.

9.4 The property of map and device

9.4.1 Map property

Choose the map, click right button of the mouse on it any where, then choose the option of
“Property”, after that come out a map property window, as figure 9-7.
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Map Path:C:\Users\joe\Desktop\13b6bf0735faebcd426922a70fb30f2440a70fb0.jpg
Map Name:A

Figure 9-7 Map Property
9.4.2 Devices Property

Choose the device, click right button of the mouse, choose the option of “Property”, after that come
out a device property window, as figure 9-8.

Device Name: 192.168.1.122
Device IP:192.168.1.122

Figure 9-8 Devices Property

9.5 Jump among maps

There three methods jump among maps:
1. Switch back and forth: click the map name in “map list” which is on the left, then jump
to the corresponding map.
2. Enter sub map: if there is an icon like ™ , click it, then jump to sub map.
3. Back to the top: click right button of mouse on any where of sub map, choose the
option of “back”, the map jump to its father map.
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Chapter 10 Forwarding service setting

10.1 Forwarding service setting

Forwarding service to the current CMS data server forwarding to distal CMS client. In the main
interface click on the top right cornerlSadbutton, popup menu select "System Configuration" - "
Forward Service Setting". In "Forward Service Setting" interface CMS will automatically search to
the machine's IP address displayed in the local address bar, set “Local Port”, “Number of” and “User
Count”, checked afterRun The Videa Switch T ¢lick the "ok" button forwarding service can take
effect. If you want to cancel the forwarding service is put outRun The ¥ideo Switch | check, in click
"ok" can stop forwarding service. If the "Number of" or "User Count" modified, simply click on
"modify" button effect.

System Configuration @
PTZ | Joystick | Switch Stream | Time/alarm Set | Broadcast Set Forward Service Setting | ]
Run The Video Switch ). |

Local IP |192.168.66.146 | Local Port 3899

Number of [100 User Count 10

Figure10-1 Forward Service Setting
Note: 1. If you need to public network remote forward, it must be in the router to forward the
local mapping server IP address and port, public network remote client CMS with public network
IP address and mapping port receiving and delivering data.
2. Sign platform have no Forward Service Setting function.

10.2 Remote client receiving and delivering configuration

CMS remote client to receiving and delivering server data, must be in remote client "Config
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Management" - "Device Config" page configuration add forwarding servers, as below:

Config Information -
Device Source 7+ Local Device " P2P Device
Group Name ] : _l Device I 183| Protocol Type ITcp .Ll
Name

Device Type |Video Switch ServerVSS L‘ Stream l _| Visit Mod I __]
Device IP I 192, 168.66.183 Video Port Igggg PTZ Port l

Login Name Iadmm Password Ix**x*x PTZ Address I

Note: # is not allowed Add Remove  Modify

Figure10-2 Add Forward Server
In the device type drop-down box select "Video Switch Server/VSS", input device name, select
protocol type, configuration device IP for forwarding the server address (if public network
forwarding, must complete and public network address), the video port forwarding servers for the
local port (if public network forwarding, must complete and mapping port), login name and
password for remote CMS client user name and password, click "Add" can add connection already
open forwarding service device to the left device list. As below:

Video View Record Query Alarn queries ) Confisz Nanagenent TV Vall

o UserConfig  Record Config Remote Config Maintenance

B Device Management

Group Config

i
%2 Default (G Rae; Add  Remove  Mdify
L 192.168.1.122
Config Information
Device Source & Local Device " P2P Device
Group Name +| Device P Protocol Type =
[Defauit & e [152.168.1.122 Tcp
Device Type = =] Steam [subsweam ] Viitod RTsP >
Device IP llgz‘ 168.1.122 Video Port [554 PTZ Port 8091
Login Name Iadmm Password [ PTZ Address ,17
Note: # is not allowed Add Remove Modify
Device Management

P address | . Subnet Mask | A Gateway Address[ . .

DNs1 [ B DNs2 | Autogain  Modify Camera Default Config

Device number 1. ™ Invert v oA Begin tosearch  Batch Add

1P Address [ subnet Mask [ Gateway Address | DNS1. DNS2 [ Device Type [ serial NO. MAC |
192.168.1.122 255.255.255.0 192.168.1.1 202.96.128.86 8.8.8.8 D 016E: 00:

Properties  Map List

Figure10-3 Forward Server Device List
Add forward server, other functions and operation with local client similar, one no longer give
uncecessary details

10.3 Forward device video query, playback, Download function

1) On the server side to add video device and device configuration strategy, open video recording
device;
2) On the client to add the remote equipment, [Record Query] video query into the interface;
3) Select configuration has video devices, click on the "query”;
4) Double-click the query results in the remote video file playback video device;
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5) Check the video file, click on "start download" remote device video file can be downloaded to
the local (video stored in the Record \ VSS );

15 Note: Is playback of the video file connot be downloaded.
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Chapter 11 Multi-screen display

Multi-screen display

Multi-display control is to point to in multiple display extended play streaming video, record query
and playback, alarm message, config management, TV wall, map function. These displays united by
a host control, maximum four screen display (such as digital matrix). The realization of screen
display need according to different needs in the host connection of multiple video card, each video
card at the same time the most connecting two table display. After connected monitor, login CMS,

In addition to the main screen video preview interface outside, you can move any function into
extend monitor. In the main function on the menu than the current function menu select need to
move extended interface, click right button, then come out a pop-up box, as following figure, choose
the number of the extend monitor, then this interface move into the extend monitor. If the interface
has moved to extend monitor, click it in main monitor will have no function. The moved interface
you can operate it just the same as it in main monitor. When you need it come back to main monitor,
just click it on main monitor and right click mouse, click the selected extend monitor, then it come
back main interface. When your host just with a monitor, right click mouse will not come out the
following window.

Switch Stream »

Electronic PTZ »

1
4
Full Display 6
Full Screen 8

9

Display Sub Stream

Start Speak
Open Sound
Manual Record

Capture

Stop
Stop All

Note: When in multi-screen environment, if you need to use PTZ function, the device video must be
played in main screen.
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Chapter 12 Setting

12.1 Automatic Login

Automatic login premise is to save the user password, if want to open the CMS automatic login, in
the login interface "automatic login" check box to choose and will automatically checked save
password, or in the main interface "BS2l" click "automatic login".

Cancel the automatic login again in the main interface "k&2l" click " v automatic login".

12.2 Boot Automatically

If you want to run startup autorun login CMS, in the main interface " LSal v click "boot
automatically" can. Cancel the startup autorun is again in the main interface "lSal " click " V boot
automatically", but automatic login not cancelled, if want to cancel must click again on the tick " v
automatic login".

12.3 Storage Setting

Player Patrol means that configure many devices to round of play for different window. Click the
« 52l » button in the upper right corner of the main interface, popup menu select "System
Configuration" - "Storage", in the "Storage" interface click on the "browser" button, the user can
choose according to their own needs the local path, choose good after click "save" setting is
effective.
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System Configuration @

Patrol | PTZ I Joysﬁd<| Switch Stream I Time/Alarm Setl Broadcast Set] Forward Serv_{ | '|

Path of saving manual record file and picture

Browser I

Cancel ‘ Save I

Before you setting the storage path, the video files are saved in the “Video” directory that under the
file of the installation program; the pictures are saved in the “Picture” directory that under the file of
the installation program. After setting the path, all video files and pictures are saved in set path. In
the CMS software, there are many places will product videos and pictures, but a user just need to set
the storage path one time, then all videos and pictures will be saved in this path.

12.4 Patrol setting

Patrol Setting including two side: Player Patrol and TV Patrol. The TV Patrol has described in “TV
Wall”, we won’t repeat it.

Player Patrol means that configure many devices to round of play for different window. Click the
« 52l > button, popup menu select "System Configuration" - "Patrol", in the "Patrol" interface
choose "play Patrol".
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System Configuration

Storage PTZ I Joystick I Switch Stream I Time/Alarm Set I Broadcast Set ] Forward Serv_4 I 4

Player Patrol I TV Patrol ]

Player Window List: Device Name |_stay Time(sec.)

(* Soeen { ScreenExi
(" ScreenEx2 { ScreenEx3

Player-1 PN
Player-2 B
Player-3
Player-4
Player-5
Player-6
Player-7
Player-8
Player-3
Player-10
Player-11
Player-12
Player-13
Player-14
Player-15
Player-16
Player-17

MNlasrme 10

£
[P
v

Add elet Save
| | | |

The patrol is based on play window, so you can set different patrols for different windows. First,
choose the window you need to patrol; second, click the “Add” button; then come out the “Add
Patrol” dialog. In this dialog, you can choose the device you need to enter patrol and set the stay
time, click “Add” then you have added a device successfully. Every window can only add 10
devices to patrol at most. The following figure is “Add Patrol” dialog.

Add Patrol @

= A
i 192.168.88.151
i 192.168.88.155
# 192.168.88.162 Device Name |
i 192.168.88.165
i 192.168.88.166
i 192.168.88.167
i 192.168.88.169
i 192.168.88.185
i 192.168.88.186
i 192.168.88.19

Stay Time(sec.) |

Add Cancel

v

After setting the patrol for window, if you think the device you added is too many, you can choose a
device, then click “Delete” button, that you will delete a device; if you need to modify the device or
their stay time, the “Modify” button will help you.

After setting the patrol, return to [ Video View] interface, selected window, click video tool in the
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article " G tour can wheel.

12.5 Switch Stream

Switch stream can make CMS in video view interface video window by split-screen conversion for
single picture subcode flow whether conversion is given priority to code flow, Display the last frame
when video loss, Grab save format, Start the extended screen functionality, Need enter password
when exiting. In the main interface top right click "5l button, popup menu select "System
Configuration" - "Switch Stream", in “Switch Stream” checked Settings dialog box can be effective.

3

Storage | Patrol | PTZ | Joystick Switch Stream ITlme/Alarm Set | Broadcast Set | Forward Serv_4 ]

System Configuration

[V If one player fullscreen, will to switch main-stream
I Display the last frame when video loss

Grab save format:

" .BMP * PG " Raw Data

Defa_ult startup screen Ig v I

[V Start the extended screen functionality

I” Need enter password when exiting

12.6 Broadcast Set

Add broadcast device, audio encoding format have two kinds of forms: G711 and AAC.

Broadcast set means for different configuration broadcast function. In the main interface top right
click on the "lES2l" button, the popup menu select " System Configuration " - "Broadcast Set", in the
"Broadcast Set" interface configuration requires the broadcasting device. Add broadcast device,
should first check the device audio encoding format, then in the original device list checked device
added to the left of broadcast device list, after completion of the click "ok".

After setting the broadcast, return to  [Video View] interface, selected window, click video tool in

. )
the article " < tour can wheel.
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System Configuration

Storage ] Patrol | PTZ ] Joysh’d<| Switch Stream I Time/Alarm Set orward Serv_{ I 4
Audio Set
Encoding Format  { G711 {* AAC
Broadcast Device Qriginal Device
[JE3 Device List =1~ [[J&3 Device List

[ % 192.168.91.223
[ 8 192.168.66.222

Add [ 192.168.66.220

Remove |

12.7 Time/Alarm Set

Time/Alarm Set include alarm sound, device offline alarm and time setting.

Alarm Set can make CMS in device alarm when they make alarm sound and open alarm linkage is
sent from the alarm switch between voices. In the main interface top right click on the "lS2l" button,
the popup menu select “System Configuration” - "Alarm Set", in the "Alarm Set" checked Settings
dialog box can be effective.

Time setting can synchronize the system time.
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- r =]
System Configuration *—-’ g

Storage | Patrol | PTZ | Joystick | Switch Stream  Time/Alarm Set | Broadcast Set | Forward Serv ¢ | ¥ |

" Play alarm sound when receive alarm ' Play alarm sound when the alarm linkage

[ Filter out the device offine message

[ —Time setting i

Maximum allowable time difference 1 SRe

Synchronization interval

|~ Synchronize the system time

T

12.8 About

In the main interface, you can click "E&2l" and "About" to view the CMS version.

Version:33_20140312_001
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